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(4) From subsection (e)(2) because 
primary collection of information di-
rectly from federal inmates or persons 
on supervision about criminal sen-
tence, criminal records, institutional 
performance, readiness for release from 
custody, or need to be returned to cus-
tody is highly impractical and inappro-
priate. 

(5) From subsection (e)(3) because ap-
plication of this provision to the oper-
ations and collection of information by 
the Commission which is primarily 
from sources other than the individual, 
is inappropriate. 

(6) From subsections (e)(4) (G) and 
(H) because exemption from the access 
provisions of (d) makes publication of 
agency procedures under (d) inappli-
cable. 

(7) From subsection (e)(8) because the 
nature of the Commission’s activities 
renders notice of compliance with com-
pulsory legal process impractical. 

(8) From subsection (f) because ex-
emption from the provisions of sub-
section (d) will render compliance with 
provisions of this subsection inappli-
cable. 

(9) From subsection (g) because ex-
emption from the provisions of sub-
section (d) will render the provisions 
on suits to enforce (d) inapplicable. 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974 the 
U.S. Parole Commission will initiate a 
procedure whereby present and former 
prisoners and parolees may obtain cop-
ies of material in files relating to them 
that are maintained by the U.S. Parole 
Commission. Disclosure of the contents 
will be affected by providing copies of 
documents to requesters through the 
mails. Disclosure will be made to the 
same extent as would be made under 
the substantive exemptions of the Pa-
role Commission and Reorganization 
Act of 1976 (18 U.S.C. 4208) and Rule 32 
of the Federal Rules of Criminal Proce-
dure. The procedure relating to disclo-
sure of documents may be changed gen-
erally in the interest of improving the 
Commission’s system of disclosure or 
when required by pending or future de-

cisions and directions of the Depart-
ment of Justice. 

[Order No. 645–76, 41 FR 12640, Mar. 26, 1976, 
as amended by Order No. 14–78, 43 FR 45993, 
Oct. 5, 1978; Order No. 899–80, 45 FR 43703, 
June 30, 1980; Order No. 6–86, 51 FR 15477, Apr. 
24, 1986] 

§ 16.88 Exemption of Antitrust Divi-
sion Systems—limited access. 

(a) The following system of records is 
exempt from 5 U.S.C. 552a (c)(3), (d), 
(e)(4) (G) and (H), and (f): 

(1) Antitrust Caseload Evaluation 
System (ACES)—Monthly Report (JUS-
TICE/ATR–006). 

These exemptions apply only to the ex-
tent that information in this system is 
subject to exemption pursuant to 5 
U.S.C. 552a (k)(2). 

(b) Exemption from the particular 
subsections are justified for the fol-
lowing reasons: 

(1) From subsection (c)(3) because in-
formation in this system is maintained 
in aid of ongoing antitrust enforcement 
investigations and proceedings. The re-
lease of the accounting of disclosures 
made under subsection (b) of the Act 
would permit the subject of an inves-
tigation of an actual or potential 
criminal or civil violation to determine 
whether he is the subject of an inves-
tigation. Disclosure of the accounting 
would therefore present a serious im-
pediment to antitrust law enforcement 
efforts. 

(2) From subsection (d) because ac-
cess to the information retrievable 
from this system and compiled for law 
enforcement purposes could result in 
the premature disclosure of the iden-
tity of the subject of an investigation 
of an actual or potential criminal or 
civil violation and information con-
cerning the nature of that investiga-
tion. This information could enable the 
subject to avoid detection or apprehen-
sion. This would present a serious im-
pediment to effective law enforcement 
since the subject could hinder or pre-
vent the successful completion of the 
investigation. Further, confidential 
business and financial information, the 
identities of confidential sources of in-
formation, third party privacy infor-
mation, and statutorily confidential 

VerDate Mar<15>2010 13:50 Aug 18, 2010 Jkt 220107 PO 00000 Frm 00322 Fmt 8010 Sfmt 8002 Y:\SGML\220107.XXX 220107jd
jo

ne
s 

on
 D

S
K

8K
Y

B
LC

1P
R

O
D

 w
ith

 C
F

R



313 

Department of Justice § 16.89 

information such as grand jury infor-
mation must be protected from disclo-
sure. 

(3) From subsections (e)(4)(G) and 
(H), and (f) because this system is ex-
empt from the individual access provi-
sions of subsection (d). 

(c) The following system of records is 
exempt from 5 U.S.C. 552a (c)(3), (d), 
(e)(4)(G) and (H), and (f): 

(1) Freedom of Information/Privacy— 
Requester/Subject Index File (JUS-
TICE/ATR–008). 

These exemptions apply to the extent 
that information in this system is sub-
ject to exemption pursuant to 5 U.S.C. 
552a (k)(2). 

(d) Because this system contains De-
partment of Justice civil and criminal 
law enforcement, investigatory 
records, exemptions from the par-
ticular subsections are justified for the 
following reasons: 

(1) From subsection (c)(3) because the 
release of the accounting of disclosures 
made under subsection (b) of the Act 
would permit the subject of an inves-
tigation of an actual or potential 
criminal or civil violation to determine 
whether he is the subject of an inves-
tigation. Disclosure of accounting 
would therefore present a serious im-
pediment to antitrust law enforcement 
efforts. 

(2) From subsection (d) because ac-
cess to information in this system 
could result in the premature disclo-
sure of the identity of the subject of an 
investigation of an actual or potential 
criminal or civil violation and informa-
tion concerning the nature of the in-
vestigation. This information could en-
able the subject to avoid detection or 
apprehension. This would present a se-
rious impendiment to effective law en-
forcement since the subject could 
hinder or prevent the successful com-
pletion of the investigation. Further, 
confidential business and financial in-
formation, the identities of confiden-
tial sources of information, third party 
privacy information, and statutorily 
confidential information such as grand 
jury information must be protected 
from disclosure. 

(3) From subsections (e)(4)(G) and 
(H), and (f) because this system is ex-

empt from the individual access provi-
sions of subsection (d). 

[Order No. 2–86, 51 FR 884, Jan. 9, 1986] 

§ 16.89 Exemption of Civil Division 
Systems—limited access. 

(a) The following systems of records 
are exempted pursuant to 5 U.S.C. 
552a(j)(2) from subsections (c) (3) and 
(4), (d), (e)(1), (e)(2), (e)(3), (e)(4) (G) and 
(H), (e)(5), (e)(8), and (g); in addition, 
the following systems of records are ex-
empted pursuant to 5 U.S.C. 552a (k)(1) 
and (k)(2) from subsections (c)(3), (d), 
(e)(1), (e)(4) (G) and (H): 

(1) Civil Division Case File System, 
JUSTICE/CIV–001. 

(2) Freedom of Information/Privacy 
Acts File System, JUSTICE/CIV–005. 

These exemptions apply only to the ex-
tent that information in these systems 
is subject to exemption pursuant to 5 
U.S.C. 552a (j)(2), (k)(1) and (k)(2). 

(b) Only that information which re-
lates to the investigation, prosecution, 
or defense of actual or potential crimi-
nal or civil litigation, or which has 
been properly classified in the interest 
of national defense and foreign policy 
is exempted for the reasons set forth 
from the following subsections: 

(1) Subsection (c)(3). To provide the 
subject of a criminal or civil matter or 
case under investigation with an ac-
counting of disclosures of records con-
cerning him or her would inform that 
individual (and others to whom the 
subject might disclose the records) of 
the existence, nature, or scope of that 
investigation and thereby seriously im-
pede law enforcement efforts by per-
mitting the record subject and others 
to avoid criminal penalties and civil 
remedies. 

(2) Subsections (c)(4), (e)(4) (G) and (H), 
and (g). These provisions are inappli-
cable to the extent that these systems 
of records are exempted from sub-
section (d). 

(3) Subsection (d). To the extent that 
information contained in these systems 
has been properly classified, relates to 
the investigation and/or prosecution of 
grand jury, civil fraud, and other law 
enforcement matters, disclosure could 
compromise matters which should be 
kept secret in the interest of national 
security or foreign policy; compromise 
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